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- Setting
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+  Asynchronous networks [BCG93,Canettios]
+ No synchronisation

- Adversary schedules messages

—ventual delivery
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Communication Model - Hybrid Networks

- Advantages of asynchronous networks

- Better model for real-world networks

- Small communication delays = faster than

R rounds
synchronous networks :

- Disadvantages of asynchronous networks

- Lower fault tolerance
Input deprivation == compute approximation of f

- Hybrid networks: R initial synchronous rounds followed by
asynchronous computation [BHN10,CHP13,PR18]

- Assume synchronous broadcast channel in first R
rounds
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Our Contributions

Perfectly secure MPC protocol over hybrid network
with R = 2

» First protocol In this setting

- Cryptographically secure MPC protocol over hybrid
network with R = 1

- Cryptographically secure MPC protocol over
asynchronous network

Implementation and benchmarks

Optimal number of
synchronous rounds

Optimal resilience and
Guaranteed Output Delivery

Rely only on symmetric key
primitives
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Perfect HMPC

Open Problem [PR18]: Perfectly secure MPC protocol over hybrid network

Iwo synchronous rounds

Tolerating t < n/3 corruptions
With synchronous broadcast channel
Guaranteed output delivery

Input provision iIMpossible in this setting [PR18]
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Replicated Secret Sharing [ISN8g]
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+ Cryptographically secure HMPC
- Iriple generation phase and input phase use 1 synchronous round
» Circuit evaluation is completely asynchronous

» Input provision

- Cryptographically secure AMPC

- Similar to Cryptographically secure HMPC

- No synchronous broadcast = ACast and ACS

- No input provision
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Open problems

Perfect HMPC protocol for general case

Bridging the gap between synchronous and asynchronous MPC protocols
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